
Data Privacy principles 
 
Lawfulness, Fairness and Transparency. We obtain and process personal data lawfully, fairly 
and are transparent about how it is being processed. 
 
Purpose Limitation and Data Minimization. We process personal data for legitimate 
purposes and do not exceed what is necessary for its intended purpose. 
 
Retention, Deletion and Anonymization. We retain personal data only for as long as 
necessary, before deleting or anonymizing it. 
 
Privacy by Design and Default. Data Privacy is built into Zurich’s business operations from 
the beginning, identifying, and managing risks throughout the lifecycle. 
 
Data Protection and Accuracy. We take adequate measures to protect personal data against 
accidental or unlawful processing, or disclosure, including by third parties who work with us.  
 
Personal data is kept accurate and up to date as far as possible. 
 
 
Responsibilities 
 
We are each responsible for protecting the data of those we come into contact with 
professionally, whether they are colleagues, customers, contractors, or other individuals.  
 
However, there are assigned roles and responsibilities set across the organization to ensure 
we can demonstrate compliance with Data Privacy principles. 
 
 
Who to contact 
 
For any questions, thoughts or concerns on any Data Privacy matter, reach out to your local 
Information Governance and Privacy team or the Local Compliance team. 

Conclusion  


